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Legal Notice

Warranty

This publication is subject to change.

Teldat offers no warranty whatsoever for information contained in this manual.

Teldat is not liable for any direct, indirect, collateral, consequential or any other damage connected to the delivery,
supply or use of this manual.
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Chapter 1 Introduction

1.1 Accessing the Router Configuration

Some routers have a configurator that is accessible through the Web. To access this, you need to enter ht-
tp://router.teldat in the address bar.

fij htkpsf frouter keldat) no esk,., =

= C A | © routerteldat/

f‘f dcceso Helpdesk Teldat T En directo i Cadena ... H El Tiempo. Prediccian ... .ﬂ' [ |

|
Fig. 1: Enter the URL in the address bar

Subsequently, the Web configurator start up page appears:

Administrator I eld at
Passworil: | | Log In |

Add to Favorites | .ol Mo Service Offline Espaiiol

Administration

mMobile Internet Connection mAs administrator you can

Internet Connection Status
As administratar, you can configure whether to connect

= manually ar automatically. And also:
e Offline
- Connectta the Internet

- Manage WiFi connection

- Manage 2G connection
To connectto the Internet, you must access as - Change PIM

administrator and click the 'Connect' buttan. - List users connectad

- Manage ports and services
- Manage netwark security

Oremember FIM

mUsers Help

[fyau want more information about how to configure the
Remaining PIN attempits: 3 device, you can access the manual for the following link:

s Users Support Manual

TELDAT H1+

Fig. 2: Start up page

In cases where there is no Internet connection, you will be redirected to the Web configurator start up page so you
can configure your connection.

Enter the PIN in the following field:
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http://router.teldat
http://router.teldat

PIN:

|:| Femember PIM

Remaining PIN attempts: 3

Fig. 3: Entering the PIN

In cases where this has already been entered, the following message appears:

PIN:

DHememherF’IN

PIN already configured

Fig. 4: PIN has already been configured

In cases where a SIM hasn’t been inserted, an information message will appear in the top bar on the page, next to
the image indicating coverage.

eam ol Mo SIk

Fig. 5: Information on the connection status in the states field

The section on Mobile Internet Connection on the startup page provides current information on the connection status
(Online or Offline), and how to access the router configuration.
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mMobile Internet Connection

Internet Connection Status

6 Offline

To connectto the Internet, you must access as
administrator and click the 'Connect' button.

PIN:

DHememherF’IH

Remaining PIN attempts: 3

Fig. 6: Connection status

The rest of the page provides information for the user and how to access the device manual.

mAs administrator you can

As administratar, you can canfigure whether to connect
manually or automatically. And also:

- Connect to the Internet

- Manage WiFi connection

- Manage 3G cannection

- Change PIM

- List users connected

- Manage ports and services
- Manage netwark security

mUsers Help

Ifyou want mare information about hiow to configure the
dewvice, you can access the manual for the following link:

P

Fig. 7: User information

Web Interface 3

Users Support Manual




You can change languages from English to Spanish and vice versa by clicking on the following button:

Espafiiol

Fig. 8: Changing the language

To access the device configuration and monitoring, you need to enter a password and click on the Log In button.
There is a default password: 7234. This can be changed by the user in the device configuration menu.
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Chapter 2 Web Interface

2.1 Structure

The configuration and monitoring pages are similarly structured and described below:

The pages are divided into the following parts:

* Main menu (shown in red): allows you to browse through the various pages.

* The status bar (shown in blue): displays the coverage, the carrier, the technology currently being used and the In-
ternet connection status.

¢ Logout: (shown in green) disconnects the user, who is then redirected to the application disconnection page and is
shown how to go back to the configurator start up page.

Save and Reboot button: saves any changes made to the configuration and restarts the device. The changes
made to the configuration take immediate effect; however if you do not save the configuration, any changes are
lost on device restart. On clicking this button, automatic user logout is executed with the user being sent back to
the start up page indicated in the previous point.

Configuration/monitoring page (shown in yellow): page you are currently located and that permits you to monitor or

configure the various device characteristics.

|m Wifi Internet Router System \ il movistar HSDPAMHSUPA Online Logout
Home
pInternet Connection
Received: 0kKB IP Address: 95126523
Trangtnitted: 0 KB Subnet Mask: 256,265 265 255
Time of connection: 00:00:07
& online
mLAMN
WYIFI 3310 mavistar_1c IP Address: 192166 213,167
WiFi Security: WRA-PSKAWPALPSK Subnet Mask: 2552552540
WIFT Lsers: 0/ B4
|S.=_we and rehuut|
TELDAT H1+

Fig. 9: Structure of the pages
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You have left the application or the router is rebooting. To return to the application press
the F5 key on your keyboard.

TELDAT H1+

Fig. 10: Application disconnection page

2.2 Home

Once you have entered the password, the first page that appears is the Home page. This shows the Internet connec-
tion status and the user connection with the router.

Home

mInternet Connection

Receied: 5 KB IP Address: TE20912217
Transmitted: 0 KB Subnet Mask: 250255205255
Time of connection: 00:00:07

& onine

BLAMN
Wi S50 WWLAN e IP Address: 192.168. 213167
WiFI Security: WP A-PSHKANVPAI-PSK Subnet Mask: 2552552540
YWYiFT Users: 14 B4
Fig. 11: Home

This is divided into two sections:

2.2.1 Internet Connection

mInternet Connection

Receivead: 5 kB IP Address: T 20912217
Transmitted: 0 KB Subnet Mask: 255 255 255 255
Time of connection: 00:00:07

& onine

Fig. 12: Home: Internet Connection
The Internet Connection section shows the following status information:

¢ Received: quantity of data received over the 3G connection.

* Transmitted : quantity of data transmitted over the 3G connection.

* Time of connection: duration of the current connection.

¢ |P Address and Subnet Mask: IP address assigned and mask.

Below this you can see an icon for the connection status indicating if the connection is established (Online) or not

(Offline). The right hand button takes one value or the other depending on the status, and allows you to change the
connection status manually. Figure 9 shows a Disconnect value, but it can also be changed to Connect in cases
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where the connection status is Offline.

2.2.2 LAN

mLAN
WiFi SSID: WHLAN_1C IP address: 192.162.1.1
WiFI Security: WPRA-PSK AWPAZ-PSK Subnet Mask: 2E55,255,255.0
WiFi Users: 1/ 64

Fig. 13: Home: LAN
This displays information relative to the WiFi and Ethernet connection parameters.
The data shown is as follows:

* WiFi SSID: Service Set Identifier, name identifying the wireless network.

* WiFi Security: type of network security.

¢ WiFi Users: number of users connected / permitted.

* |P Address and Subnet Mask: LAN interface IP address and associated mask.

2.3 WiFi

The WiFi menu permits you to view the wireless network status, configure the connection parameters, execute MAC
filtering and configure the access point.

Home Internet Router LSystem

. Status
Profile
= WiFi
Settings
SEID: g WWLAN_1
Fig. 14: WiFi menu
2.3.1 WiFi Status
WiFi Status
= WiFi Network
S5I0: WLAMN 1c Channel: 1 2412 MHz)
Users allowed: B4 hlode: 802 11b +3802.11g
Users connected: 1 Security: WRA-PSKAWPAZ-PSK
Encryption: TkIP
uClients
IP Address Type MAC Address | Date and Time
192.168.213.171 DHCP 00-19-5b-cf51-19 Sun Sep 04 2011 03:27:06

Fig. 15: WiFi Status

The WiFi Status page is divided into two sections:
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2 Web Interface Teldat SA

2.3.1.1 WiFi Network

WiFi MNetwork

SS5ID: WLAMN_ 1c Channel: 1 {2412 MHz)
Users allowed: L Mode: B02.11b + 802.119
sers connected: 1 Security: WRA-PSK AMPAZ-PSE

Encryption: TKIP/AES

Fig. 16: WiFi Status: WiFi Network
This displays information on the wireless connection:

* SSID: Service Set Identifier, name identifying the wireless network.

* Users allowed: number of users that can simultaneously connect to the device through WiFi.
* Users connected: number of connected users.

¢ Channel: channel used by the wireless network.

* Mode: type of WiFi.

* Security: type of security.

* Encryption: type of encryption used in cases where WPA or WPA2 security is used.

For security reasons, this key is never displayed.

2.3.1.2 Clients
Clients
IP Address Type MAC Address Date and Time
192.168.213.171 DHCP 00-19-5b-cf-51-12 Sun Sep 04 2011 03:27:06

Fig. 17: WiFi Status: Clients
This displays the devices connected to the router through WiFi. A list of up to 64 connected users can exist.

The data shown in the list is as follows:

¢ |P Address: IP address of the connected device.

* Type: type of addressing used by the client: DHCP in cases where the router automatically assigns the address to
the client; ARP in cases where the client address is fixed and the router discovers this through ARP.

* MAC Address: physical address of the connected client.

* Date and time: in cases where the address has been assigned by DHCP, this indicates the date when the IP ad-
dress must be renewed.

Click on the Refresh list button to update the list.

2.3.2 WiFi Profile
WiFi Profile

WiFi Network

Metwork identifier (S3I10) WWLAM 1c Edit
80211 Mode 802.11b +802.11g

Security Wy PA-PSKAVPAZ-PSIK

Encryption TKIF

Fig. 18: WiFi Profile

Permits you to view and modify the WiFi profile.



2.3.2.1 WiFi Network

Displays the configuration information for the WiFi parameters. By clicking the Edit button you access a new page
where you can modify these said parameters.

The data displayed is as follows:

* Network identifier (SSID): name identifying the wireless network.

* 802.11 Mode: WiFi interface operating mode.

¢ Security: type of security used.

* Encryption: type of encryption used in cases where WPA or WPA2 security is used.

2.3.2.2 WiFi Network Edit

mWiFi Network

Netwark identifier (SSID) WWLAN_Tc |
802.11 Mode [802.11b + 80211y |
Security WPAPSKAVPAZ-PSK
Encryption TKIP/AES
Netwark Key | .......... |

| Apply | | Cancel |

Fig. 19: WiFi Profile Edit

Permits you to modify the WiFi parameters. When these cannot be modified, the device can only operate in b/g
mode.

* Network identifier (SSID): name identifying the network.
* Security: type of security used.

Security YWEPBA w
, MOME
Encryption EPR4

Metwork Key

PAL-PSK

PA-PSEANYPAL-PSIK

Fig. 20: WiFi Profile Edit: Types of security

¢ Encryption: type of encryption used.

Encryption TKIP w
TKIF

Metwork Key
KIPAAES

Fig. 21: WiFi Profile Edit: Types of encryption

* Network key: network key where necessary. For security reasons, this key is never displayed.

Click on the Apply button so changes made are activated. If for any reason you do not want to activate the changes
made, click on the Cancel button.
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@ Note

Modifying these options can mean that the user loses the connection. You will need to reconnect to the
router using the newly configured parameters.
2.3.3 WiFi MAC Filter

MAC Filter

Enable MAC Filter

1 MAC Filter

If enabled, only allowed network cards can access to Internet

Allowed MAC Addresses

Add MAC Address to the trusted list

{i.e. 00-19-DZ-5D-4B-C3)

|App|v | | Cancel

Fig. 22: WiFi MAC Filter

The MAC filter restricts access to the router to those devices indicated by the administrator. Only those devices with
a MAC address included on the allowed address list will be able to connect to the router.

You can obtain the MAC address for a connected device by checking the section on Clients located on the WiFi
Status page.

2.3.3.1 Enable MAC Filter

Permits you to enable or disable the MAC filter. When the MAC filter is enabled, only those devices with MAC ad-
dresses in the allowed addresses list can connect to the router.

Enable MAC Filter

MAC Filter

If enabled, only allowed network cards can access to Internet

Fig. 23: WiFi MAC Filter: MAC Filter Enable

2.3.3.2 MAC Address Allowed

This section displays the list of allowed MAC addresses. In order to add addresses to the list you need to enable the
MAC filter.

The MAC address can be entered separated by dashes, colons or without separation characters. Once an address
has been entered, click on the Add button to add it to the list of allowed addresses.

To delete an address, select it from the list and click on Delete.
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Enable MAC Filter

MAC Filter f———

If enabled, only allowed network cards can access to Internet

Allowed MAC Addresses

00-19-5E-CF-51-F32
00-19-DE-5D0-4B-Cad

| Delete

Add MAC Address to the trusted list

11-22-33-44-55-6¢ | Add

[i.e. 00-19-D&E-5D-4E-C3)

|App|!,r | | Cancel

Fig. 24: WiFi MAC Filter: MAC Address Allowed

Click on the Apply button so any changes made are activated. If for any reason you do not want to activate the
changes made, click on the Cancel button.

@ Note

Before enabling the MAC filter, make sure that the Wireless device you are using is on the list of al-
lowed MACs, contrariwise you will lose the connection with the router.

2.3.4 WiFi Settings
WiFi Settings
Access Point

Select Channel Autornatic b

Broadcast netwark name (3310)

| Apply | | Cancel |

Fig. 25: WiFi Settings

This permits you to select the channel the wireless network is going to operate over and enable or disable the net-
work broadcast.

You can select a specific channel or select Automatic. In the latter the router will automatically select a channel on

start up depending on the characteristics of the wireless medium detected (interferences, if other networks exist, etc).

You need to bear in mind that in Spain there are 13 channels available and some wireless networks are factory con-
figured for the USA; consequently the device will only accept the first 11. In cases where your device cannot find the
configured wireless network, try to manually configure a channel from 1 to 11.

Broadcast network name: this permits you to broadcast the wireless network name. If this is enabled, the network
name is broadcast so any wireless network can detect it. If it’s disabled, the network name isn't broadcast. Only
those devices where the wireless network name has been configured can connect to it.

2.4 Internet

The Internet menu provides information on the status of the 3G connection as well as the access to the configuration
for this.
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FRouter LHystem

Status

Home Wifi

Interne

mInternet Cor SIM

Diagnostics

otatus: Dl

Fig. 26: Internet menu

2.4.1 Status

Internet Status permits you to monitor the 3G configuration and view the said configuration.

Internet Status

mInternet Connection

Status: Online Received: 172 KB
Metwork: operator Transmitted: 42 KB
Technology: HSPA, Time of connection: 00:00:10
Roaming: Mo Total time: 00:00:53
Profile: Perfil3 | Reset counters |

uTCP/IP
Local IP Address: 2091717
Subnet Mask: 260,265 255 255
Serdidor DNE: gasg

Fig. 27: Internet Status

2.4.1.1 Internet Connection

The following information is displayed:

» Status: connection status (Online, Offline)

¢ Network: 3G carrier

* Technology: technology used.

* Roaming: status of the GSM register module in the network.

¢ Profile: connection profile currently being used.

* Received / Transmitted : data received and transmitted over the 3G connection.
* Time of connection: duration of the current connection.

* Total time: total connection time since router start up.
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Internet Connection

Status: —_— Received: 172 KB
Metwiork: operatar Transmitted: 42 KB
Technology: HSPA, Tirne of connection: 00:00:10
Roaming: Mo Total time: 00:00:53
Profile: Ferfil3 | Reset counters |

Fig. 28: Internet Status: Internet Connection

Through the Reset counters button, you can reset the counter for the transmitted and received data. You can manu-
ally Connect/Disconnect the device by clicking on the Connect/Disconnect button. This value depends on the con-

nection status.

2.4.1.2 TCP/IP

TCR/IP

Local IP Address:
Subnet Mask:

DMS servers:

™ [Disconnect |

F7.209.54.76
255,285,255 255
g.28.8.13

Fig. 29: Internet Status: TCP/IP
This section provides the following information on the router.

* Local IP Address and Subnet Mask: IP address assigned to the 3G interface and associated mask.

* DNS servers: List of DNS servers used. This includes both the configured servers as well as those dynamically
learnt.

2.4.2 Profile

Internet Profile

Internet Profiles

Profile: Profiles v
AP

Uszernarme:

Authentication type: Mone

Auto-connect: Enahble

Apply
Fig. 30: Internet Profile

Permits you to select the profile to use for the 3G connection as well as to modify it if required.

2.4.2.1 Internet Profiles

Displays the selected profile configuration. By default, the active profile is displayed,; if you select a different profile,
this configuration will be displayed.

¢ Profile: identifier for the selected connection profile.

¢ APN: access point name.

¢ Username: username.

¢ Authentication type: type of authentication.

2 Web Interface



2 Web Interface

The Apply button permits you to establish the selected profile as active. To change the configuration for a profile, se-

Auto-connect: if this is enabled, this automatically reconnects if the connection drops.

lect it and click on the Edit Profile button.

2.4.2.2 Internet Profiles Edit

Internet Profiles

Profile: Frofiles

APM: profile5. apn
Username: profileSusername
FPassward:
Authentication type: FAF
Auto-connect: O] Enable

Inactivity tirmer: 300 (0..65535)

Fig. 31: Internet Profile, Edit

The Internet Profile Edit section permits you to modify the following:

Profile: Profile identifier.

APN: Access point name. Mandatory field.

Username: User name. This is mandatory where authentication is used.
Password: Password. This is mandatory where authentication is used.
Authentication type: Type of authentication to be used (none, PAP, CHAP).

Auto-connect: In cases where this is enabled, the device will automatically reconnect when the connection drops.

If it isn’t connected, then you need to enter a value in the Inactivity-timer field indicating the seconds the router
must wait before trying to re-establish the connection.

To save the changes, click on the Save button; this returns you to the Internet Profiles page that displays the profile
that has just been changed and where you can view the changes made. So that the modified profile activates, click
on the Apply button on the said page.

If contrariwise you don't wish to save the changes, click on the Cancel button. This will return you to the page Inter-
net Profiles; however this time the active profile is shown.

2.4.3 SIM

SIM

SIM

To change the SIM PIN, enter the current PIN and the new PIN code.

Current PIN:

Mew PIN:

Confirm new PIN:

Fig. 32: SIM Internet

Here you can change the card’s PIN.
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2.4.3.1 SIM

2 Web Interface

The section on the SIM only makes reference to the SIM card and not to the router configuration.

Here you can change the PIN assigned to the card. To do this you need to enter the current PIN once and sub-
sequently the new one twice (to check for errors) and then click on the Apply button to activate the change.

2.4.4 Diagnostics

Internet Diagnostics

3G Modem

MWodule Manufacturer:
IWodule Wodel:
MWodule Firmware:
IMEL:

IMSI:

SIM Card ICC:

Modem Diagnostics

Fig. 33: Internet Diagnostics

QISDA
H20

Qisda Build Wer: ¥22045-5LCAAVIA-3240 =W Wer: 1.0908 Boot Block v

359173020100766
214019304706344
393456595207 09205294 F

Permits you to view information on the 3G module.

2.4.4.1 3G Modem

3G Modem

Module Manufacturer:
Module Model:
Module Firmware:
IMEL:

IMSI:

SIM Card ICC:

QISDA
Hz0

|Mudem Status

Qisda Build Yer: 72254-SLCAAYVZA-3240,5W Ver: 1.0908,Boot Block w

259173020100766
214017001311024

B8934567000900065336F

Fig. 34: Internet Diagnostics: 3G Modem

The following information is displayed:

¢ Module Manufacturer: Module Manufacturer.

Module Model: Module Model.

Module Firmware: Module firmware version.
IMEL: International Mobile station Equipment Identity.
IMSI: International Mobile Subscriber Identity for the SIM.
SIM Card ICC: International Circuit Card - ID.



2.4.4.2 Modem Diagnostics

mMModem Diagnostics

§CELLINFO3G:3,10733,376,658,214,1,430e, 55, 00104994, 2dbe£575, 7
cOc03,0,0,7,128

(1T -3

| Modem Status

$CELLINFO3G:10738,376, 4, 69

s %)

Fig. 35: Internet Diagnostics: Modem Diagnostics

In the Modem Diagnostics section, you can monitor the commands sent to the 3G module and their results by click-
ing on the Modem Status button.

2.5 Router

The Router menu provides access to the options to configure traffic through the router.

I Internet O System

il 2l
Port Filtering

er Port Fili

Port Forwarding
aring TCP/IP
Settings

Harinn

Fig. 36: Router Menu
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2.5.1 Port Filtering

Router Port Filtering

=Port Filtering

Clrort filtering

Only allowed applications will have access to Internet.

mAllowed Applications

| DMS (Domain name server)
| HTTP
| HTTPS
L1 FTP
Electronic mail (POP)
Electronic mail {IMAF)
L WPN

| Telhet

[custom Applications |

|App|v | | Cancel|

Fig. 37: Router Port Filtering

This permits you to configure packet filtering through access lists to allow only determined applications and proto-
cols.

2.5.1.1 Port Filtering

In order to configure filtering, you need to check the Enable port filtering box thus activating the rest of the page.
mPort Filtering

Port filtering

Only allowed applications will have access to Internet.

Fig. 38: Router: Port Filtering enabled
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2.5.1.2 Allowed Applications

maAllowed Applications

DME (Domain name server)
HTTP

O HTTRS

FTP

L] Electronic mail (POR)

O Electronic mail (IMAP)

L] wPH

Telnet

. [ custom applications |

| Apply | | Cancel |

Fig. 39: Router Port Filtering: allowed applications list
The router will only allow the selected applications to pass.

The Custom Applications button opens another part of the page where you can define your own applications. These
are defined by the ports used for the outgoing traffic.

I Filtering applications by port

v | icat
U | CEASEaEn 1 | Pons for Application 1

/A 2000 |- 3000 | TCPAUDP  |w << Hide

Q Mame of application J TCR/AUDP =
[y

Ports range | |- || TcPuDP
| |- | | TCRUDP

| |- | | TCR/UDP

Protocol:
TCP.UDP
or bath

7 |l | | Ports Range ==
3.0 | | Ports Range >>
4.0 | | Ports Range ==
5 [ | | Ports Range ==
5. [J | | Ports Range ==

Fig. 40: Port Filtering: Customized applications

In order to filter an application, you need to check a box to enable the fields and subsequently enter the application
name and click on Ports Range. A table opens where you can enter up to 5 port ranges and select if they are TCP,
UDP or both.

The Hide button simply hides things for user convenience, the Custom Applications does not disable.
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Click on the Apply button to execute the changes.

2.5.2 Port Forwarding
The router firewall normally prevents incoming traffic from reaching the user’s local network. Through the Port For-
warding page, you can open ports in a user device so they are accessible from Internet. Consequently, for example,

you can place an FTP server in a user device. Some online games or p2p applications also require some ports being
opened.

2.5.2.1 Port Forwarding Applications
Router Port Forwarding

mPort Forwarding Applications

Applications 0 Applications list . Client IP Address

LIoNS (Domain name server) | |

W . 1. =
IFTP Server |l92 168.1.3 | ":‘.‘i': Aszociated P J

LIHTTR Web Server | |

CINNTP Server | |

Llropz Server | |

LISMTP Server | |

LIsMmP Server | |

LI Telnet Server | |

LI TFTP Server | |

¥Yirtual Ports

| Apply || Cancel |

Fig. 41: Router Port Forwarding

It's possible to use a well known list of applications or define applications customized by the user. To open the ports
for known applications, check the box associated with the said application and enter the IP address associated to the
device in the local network you wish to open the application for. If, for example, you want to install an FTP server at
address 192.168.1.3, select the FTP Server box and enter address 192.168.1.3 in the Client IP Address box.

The Virtual Ports button permits you to customize the ports you wish to open.
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» ¥irtual Ports

Client IP Address

130.206. 3. 166 |
Associated IP
| |

Application

M port for application 1

ClPort for application 2

Ol rort for application 3

Clrort for application 4

Clport for application 5

Clport for application &

| Apply || Cancel

Fig. 42: Router Port filtering: opening ports

In order to activate any changes, click on the Apply button.

2.5.3 TCP/IP
Router TCP/IP

mTCP/IP
IP Address 192.188.213.167 |
Subnet Mask 255.255.254.0 |
MAC Address 00-al-26-74-00-1c
DHCP Addresses Range 192.168.213.166 - 192.168.213.238

| Apply | | Cancel

Fig. 43: TCP/IP Router

Permits you to view information on the router’s TCP/IP protocol.

2.5.3.1 TCP/IP

The information displayed is as follows:

¢ IP Address and Subnet Mask: router IP address and mask.
¢ MAC Address: router’s physical address.
* DHCP Addresses Range: range of addresses for the device’s DHCP server.

You can modify the router’s IP and mask. When you carry out this change, you also change the DHCP configuration
as the range of addresses the server has to assign to the user also has to change.

20 Web Interface




2.5.4 Settings

Router Settings

mServices

Enable DHCP Server

| Apply | | Cancel

Fig. 44: Router Settings

Shows if the DHCP is enabled or not.

2.5.4.1 Services

To enable or disable DHCP, simply check or uncheck the corresponding box and click on the Apply button.

2.5.5 RIP

RIP Configuration

mInterface Settings

Interface: | ppp1 )

| | Static Routes
Routes: | Default Routes
| Subnetwork Routes

L
-

Selector | Send  * Position: | None

" Route Settings

Destination IP Address: [:]
sunetMask || Nexnoplpaduess [ | cost || @259

mConfigured Interfaces

| Interface Send Recelve |
+ static-routes
192.168.1.1 * default-routes none

* subnetwork-routes

pppl none none

mConfigured Routes

| Destination IP Address | Subnet Mask Next Hop IP Address Cost | |
0.0.0.0 0.0.0.0 ppp1 1 Active Profile
10.62.25.2 255.255.255.255 192.168.1.2 2

Save and reboot

TELDAT H1+

Fig. 45: Configuring RIP
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Permits you to configure RIP and add routes to the router’s routing table in a second section.

2.5.5.1 Interface Settings

Allows you to define what type of routes can be sent and received through RIP for each PPP and ETHERNET inter-
face or to select the none option to disable RIP sending and/or listening in an interface. To do this, use the Add but-
ton each time you configure or modify the data in an interface.

mInterface Settings

Interface: | ppp1 2]

[+ Static Routes

Selector: |Send = Position: | RIP-2 Multicast * | Routes: (& Default Routes
[ Subnetwork Routes

Fig. 46: Configuring RIP parameters in the network interfaces

2.5.5.2 Route Settings

Allows you to add routes to the router’s routing table. For each route you are going to configure, you need to specify
the destination through an IP address and a mask, the IP address for the next hop and the routing cost.

" Route Settings

Destination IP Address:
Subnet Mask: |255.255.255.255|  Next Hop IP Address: Cost 2 | (0.255)

Fig. 47: Route Settings

2.5.5.3 Configured Interfaces

This displays the sending and reception parameters for the RIP packets configured for each router interface in a ta-
ble. The data displayed is as follows:

¢ Interface: Name of the PPP interface or the IP address if this is an Ethernet interface.
* Send / Receive: Both cells can, respectively, contain the following:

The type of route to send/receive via the interface or the generic values,
rip2-multicast/rip2, if routes aren’t specified.

The “none” value if the send/receive RIP packets via the interface is disabled.

Empty if the parameter isn't configured.

mConfigured Interfaces

| Interface | send Recelve
» static-routes
182.168.1.1 « default-routes none

* subnetwork-routes

Ppp1 none none

Fig. 48: Interfaces configured in RIP
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2.5.5.4 Configured Routes
This shows the routes that are configured in the router in a table together with the possibility to eliminate them with

the exception of the route associated with the current active profile. The data show for each route is the destination,
the IP address for the next hop and the routing cost.

mConfigured Routes

| Destination IP Address | Subnet Mask Next Hop IP Address Cost | |
0.0.0.0 0.0.0.0 ppp1 1 Active Profile
10.62.25.2 255.255.255.255 192.168.1.2 2

Fig. 49: Routes configured in the router

2.6 System

The System menu provides access to options that only affect the router.

1 g il cperator HSPRE

Status

Password

Fig. 50: System menu

2.6.1 Status

The Status page provides information on the device, its 3G module and the logs system.

System Status

mSystem Information

Router Model: H1+ Movistar 26 194
Serial Number: 728/00107
Router Software “ersion: 10.08.19-Alfa Mar 9 2011 14:52:54
Module Manufacturer: Q=08
hodule Model: H20
Qisda Build Wer: 7225A-5LCAAWEA-3240 5WW Ver: 1.0908 Boot

Module Firrmware: Black v

| Save | | Reboot | | Restore default configuration

Fig. 51: System Status
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2.6.1.1 System Information

System Information

Router Madel: H1+ Movistar 26 194
Serial Mumber: 728/00107
Router Software “ersion: 10.05.19-Alfa Mar 3 2011 14:52:54
hodule Manufacturer. QIS0
hodule Madel: H20
Qisda Build VWer 7225A-5LCAAWTA-3240 SV *er. 1.0903 Boot

Module Firrweare: Black v

Fig. 52: System Status: System Information
The information displayed in the System Information section is as follows:

* Router Model: displays the device model and license.
¢ Serial Number: device serial number.

¢ Router Software Version : device release.

* Module Manufacturer: 3G manufacturer.

* Module Model: Module Model.

¢ Module Firmware: module firmware version.

Save ||Reboot || Restore default configquration

Fig. 53: System Status: Save, Reboot and Restore defaults configuration buttons

2.6.1.2 Save

The Save button permits the user to save the changes made on the configuration.

2.6.1.3 Reboot

The Reboot button located at the foot of the page allows you to reboot the device from the Web. On clicking this but-
ton, automatic user logout is executed with the user being sent to the application disconnection page.

2.6.1.4 Restore defaults configuration

The Restore defaults configuration button (see Figure 53) allows you to reset the device’s default configuration.

@ Note

Once you have configured the default configuration, you need to restart the device using Reboot so the
changes activate. Connection with the device will drop. On reboot, the user is sent to the application
disconnection page.



2.6.2 Password

System Password

mChange Administrative Password

Mew Password

| {1-39 characters)

“erify Mew Passwaord

Fig. 54: System Password

Permits you to administrate the router access password.

2.6.2.1 Change Administrative Password

|App|v | | Cancel

To change the password you need to enter a string of characters (between 1 and 39) twice and subsequently click

on the Apply button to execute the changes.

2.6.3 Settings

This displays and allows you to change the device’s time settings.

2.6.3.1 Settings

You can configure the device date and time in two ways:

2.6.3.1.1 Manually

If you select the manual option, you need to enter:

¢ Date.
¢ Day of the week.
e Time.

2.6.3.1.2 Through NTP. Automatic

If you want to synchronize the device through NTP, you need to enter the address for a server in the Peer field.

System Settings
mSettings

O Date and Time Date (mmdddiyy):

Day of week:

Tirne (hh:mm:ss):

MNTP Peer:

Fig. 55: System Settings

Click on the Apply button so the changes are activated.

Web Interface

03 oz A |

he |17 | g2 |

+—

130205.3.166] |

+—

|App|v | | Cancel
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Chapter 3 Troubleshooting

3.1 Possible problems

3.1.1 I’'ve forgotten my password

If you have forgotten your password, you need to use the device RST button. This means that you will lose all data
that hasn’t been previously saved, the default configuration is restored and consequently, the default password.

For more information on how the RST button operates, please see the router installation manual.

3.1.2 | can’t connect to the router

(1) Make sure your wireless device is switched on and operating correctly.
(2) Open your list of wireless connections.

(8) Select your router’s network and establish the connection.

3.1.3 My network doesn’t appear in the list of available networks

Update your list of available networks.

Make sure that your device isn't configured to operate in channel 12 or 13. It's possible that your PC cannot access
these channels. If this is the case, try manually configuring a channel from 1 to 11.

* Windows: Update the networks list. If this doesn’t work, try the following:
- Open Network connections.

- Click on the wireless connection with the right hand mouse button and select
properties.

- Select the Wireless Networks tab.
- Delete all the networks that you don’t use.

- Reboot the device.
* MAC: Try rebooting your device.

3.1.4 | can see the my network name but | can’t connect

Check that the name, password and profile access point being used by the router are all correct.

3.1.5 How can | disconnect from the router?

Connect to the router and click on Disconnect
(1) Enter the router page.

(2) Enter the password and click on Log In.
(3) Click on Disconnect.

3.1.6 What is the default password?

The default password is: 7234.

Web Interface
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